Small Business Administration 

Privacy Threshold Analysis (PTA)
This form is used to verify if a Privacy Impact Assessment (PIA) is required under the E-Government Act of 2002. It is important to note that the use of some information will not require a PIA. This document is used as a tool in assisting system owners in thinking through the privacy risks associated with their system/applications.

The PTA will consist of several questions requesting a description of the system/application, and the type of data and mitigating controls used to protect that data.
Please complete this form and send it to: 

Information Privacy Office

Small Business Administration

409 Third Street, SW

4th Floor

Washington, D.C. 20416

Upon receipt, the Privacy Office will review this form and may request additional information. If a PIA is mandatory, you will be required to submit a completed PIA.  A copy of the SBA Privacy Impact Assessment Guide and Template is also available on the SBA Privacy website, http://www.sba.gov/aboutsba/sbaprograms/OCIO/pia/index.html 

Privacy Threshold Analysis

System/Application Name:







Program Manager:













PTA QUESTIONS
1. Provide a description of the system/application and its purpose: (Please provide a general description of the system/application and its purpose.)

2. Status of Project: 
1. Is this a new development effort? (Yes/No)

2. Is this an existing project? (Yes/No)

3. When did the system begin operation? (Date of Operation) 
4. Has the system undergone major changes since its last Accreditation? (Yes/No) If Yes, provide a brief explanation.

5. Does a system or record notice exist for the information system?

3. If this project is a technology/system, does it relate solely to infrastructure? [For example, is the system a Local Area Network (LAN) or Wide Area Network (WAN)?] 
1. No. Please continue to the next question. 
2. Yes. Is there a log kept of communication traffic? 
· No. (Continue to the next question) 
· Yes. What type of data is recorded in the log? 

4. Does the system collect, maintain, and or share information that can be used to directly or indirectly identify an individual?

1. No. Please skip ahead to question 5. 
2. Yes. (Discuss how the data within the system could be identifiable to an individual.) 
5. Do you use or collect Social Security Numbers (SSNs)? (This includes truncated SSNs) 
1. No. 
2. Yes. Why does the program collect SSNs? <Please provide the function of the SSN and the legal authority to collect it.> 
6. What information about individuals could be collected, generated or retained? <Please provide a specific description of information that might be collected, generated or retained such as names, addresses, emails, etc. > 
7. Is there a Certification & Accreditation record within the OCIO FISMA tracking system? 
1. Unknown

2. No. 
3. Yes. Please indicate the determinations for each of the following: 
	Confidentiality:
	(
Low
	(
Moderate
	(
High
	(
Undefined

	Integrity:
	(
Low
	(
Moderate
	(
High
	(
Undefined

	Availability:
	(
Low
	(
Moderate
	(
High
	(
Undefined


SBA INFORMATION PRIVACY OFFICE

SBA Privacy Office review date: 







Name of the SBA Privacy Office Reviewer: <Please enter name of reviewer. > 
DESIGNATION: 
1. This is NOT a Privacy Sensitive System – the system contains no Personally Identifiable Information. 
2. This is a Privacy Sensitive System 
a. PTA sufficient at this time
b. A PIA is required 
c. Legacy System 
COMMENTS:  
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